
The Naval Education and Training Command (NETC) at Naval Air Station
(NAS) Pensacola, Fla., is warning users of the Navy Knowledge Online (NKO)
Web portal to be alert for an Internet phishing scam that is being directed at
users of NKO. NETC officials are issuing an alert to inform NKO users of their
potential vulnerability to this scheme.

The NKO scam was first
identified in early December, in
an attempt to exploit “multiple
vulnerabilities” in Microsoft’s
Internet Explorer Web browser.

If you believe you have been
scammed, file a complaint with
the Federal Trade Commission
at http://www.ftc.gov and then
visit the FTC’s identify theft link
listed above.

Further guidance and assistance is available from the Navy-Marine
Corps Intranet (NMCI) help desk at 1-866-843-6624, and on the NKO
home page at https://www.nko.navy.mil. For more news on the Naval
Education and Training Command visit the NETC home page on Navy
NewsStand at http://www.news/navy.mil/cnet.

For related news, visit the Naval Education and Training Command Navy
NewsStand page at www.news.navy.mil/local/cnet/.
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